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Safe Harbor Statement

The following is intended to outline our general product direction. It is intended for
information purposes only, and may not be incorporated into any contract. It is not a
commitment to deliver any material, code, or functionality, and should not be relied upon
in making purchasing decisions. The development, release, and timing of any features or
functionality described for Oracle’s products remains at the sole discretion of Oracle.
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Overview of Primavera Cloud Technology
What is Used in the Primavera Cloud?

AOracle Identity Management

I Oracle Access Manager (OAMPDAM is an access management application used to protect Primavera
Cloud Applications

I Oracle Identity Manager (OIM3} OIM is an identity management application that can be used for
advanced administration tasks for Primavera Cloud

I Oracle Internet Directory (OID) OID is the directory store that maintains users and groups. All user
information for Primavera Cloud is stored in OID

APrimavera Cloud Administratior Primavera Cloud Administration is the primary
application with which you will administer users in your cloud environment.
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Overview of Primavera Cloud Technology
What is Oracle ldentity Management?

A Oracle Identity Managemengnables organizations to effectively manage the end-to-end
lifecycle of user identities across all enterprise resources, both within and beyond the firewall
and into the cloud. The Oracle Identity Management platform delivers scalable solutions for
identity governance, access management and directory services. It helps organizations
strengthen security, simplify compliance and capture business opportunities around mobile and

social access.

A Oracle Identity Management is a member of the Oracle Fusion Middleware family of products.

A Primavera Clouditilizes Oracle Internet Directory, Oracle Access Manager, and Oracle Identity
Manager

A Learn more: http://www.oracle.com/technetwork/middleware/id-mgmt/overview/index.html
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Overview of Primavera Cloud Technology
What is Oracle Internet Directory?

A Oracle Internet Directorys an LDAP v3 compliant directory with meta-directory capabilities. It is built on Oracle
database and is fully integrated into Oracle Fusion Middleware and Oracle Applications. Similar to ODSEE, OID is also

proven with large deployments in carrier and enterprise environments.

A An online directory that stores and retrieves collections of information about objects. The information can represent
any resources that require management, for example: Employee names, titles, and security credentials

I The information in the directory is available to different clients, such as single sigron solutions, email clients, and database applications. Clients
communicate with a directory server by means of the Lightweight Directory Access Protocol (LDAP). Oracle Internet Directory is an LDAP directory

that uses an Oracle Database for storage.

A OID is where Primavera Cloud stores the directory of users for your company. These users may ultimately have access
to one or more Primavera Cloud applications depending upon what is configured in OIM.

A Learn more:
T http://www.oracle.com/technetwork/middleware/id-mgmt/overview/index-082035.html

T https://docs.oracle.com/cd/E12839 01/0id.1111/e10036/basics 02 oid what.htm
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Overview of Primavera Cloud Technology
What is Oracle Access Manager?

A Oracle Access Managemeptovides services that complement traditional access management capabilities. For example, adaptive
authentication, federated single-sign on (SSO), risk analysis, and fine-grained authorization are extended to mobile clients and
mobile applications, and Access Portal allows customers to build their own private cloud SSO services.

I Access Management’s server-side services hosted in Oracle WebLogic Server.

I Access Management’s first-line-of-defense interceptors and filters (Access Management WebGates, and Web Services and API
Gateway)

I Mobile and Social service client SDK, installed on mobile devices.
I Enterprise SSO Suite installed on PCs (desktops and laptops).

I Web Services Manager’s client agents embedded in web services or applications sending requests to web services providers in
the Application Tier.

I Directory services may alternatively be deployed in the Data Tier (Oracle Directory Services are not part of OAM Suite).

A Oracle Access Manager is what protects the Primavera Cloud PortalUsers must authenticate through the Access Manager to access
the portal for launching Primavera Applications.

A Learn More: http://www.oracle.com/technetwork/middleware/id-mgmt/overview/index-090417.html|
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Overview of Primavera Cloud Technology
What is Oracle Access Manager?

1.
2.

3.

ORACLE
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Overview of Primavera Cloud Technology
What is Oracle Identity Manager?

A Oracle Identity Manager is an enterprise identity management system that automatically
manages users' access privileges within enterprise IT resources. Its flexible architecture easily
handles the most rigorous IT and business requirements -- without requiring changes to existing

infrastructure, policies or procedures.

A Oracle Identity Manager is designed to manage user access privileges across all of a firm's
resources, throughout the entire identity management lifecycle -- from initial creation of access
privileges to dynamically adapting to changes in business requirements. Because of Identity
Manager's design, enterprises can incorporate necessary business changes at minimal cost,
while avoiding enforced customization that might be necessary with other provisioning systems.

A Learn more: http://www.oracle.com/technetwork/middleware/id-mgmt/overview/index-
098451 .html
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Primavera Cloud Security
What are Service Providers and Identity Providers?

AA Service Provider (SB)yovides Web Services and relies on a trusted Identity Provider
(IdP) or Security Token Service (STS) for authentication and authorization.

I Services Providers can be Application Service Providers, Storage Service Providers, or Internet Service
Providers.

I This is where Cloud Applications reside

A An Identity Provider (IdP)is an online service/website that authenticates users on the
Internet using security tokens (such as SAML 2.0). Service Providers depend on an IdP or
STS for user authentication. An example of this could be where a website (example:
YouTube) allows users to log in with Google/Gmail credentials and Google acts as an
identity provider. Google verifies that the user is an authorized user and returns
information to the website — (example: username and email address).
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Primavera Cloud Security
Two Types of Security Available

A Oracle SSO
I This is the standard security offered with Primavera Cloud out-of-the-box. Oracle Cloud is SP and IdP

A Identity Federation with SAML 2.0
I Oracle Cloud is SP, customer or third party is IdP

Standard User Federated User
Service Provider Oracle Oracle
Identity Provider Oracle Customer/Third Party
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Primavera Cloud Security

Oracle SSO Security
A Oracle Cloud is SP and IdP

A Out-of-the-box configuration for Primavera Cloud
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Primavera Cloud Security
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Primavera Cloud Security
|dentify Federation with SAML 2.0 Overview

AA federated identity is the means of linking a person's electronic identity and attributes,

stored across multiple distinct identity management systems

ASSO is a subset of federated identity management in which a user's single
authentication ticket, or token, is trusted across multiple IT systems or organizations

ACentralized identity management was originally created to manage user and data
security within same network

ANow, more users are accessing external systems out of their control

A Goal of identity federation is to enable users of one domain to securely access external
data or systems seamlessly, and without the need for completely redundant user

administration.
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Primavera Cloud Security
|dentify Federation with SAML 2.0 Overview

A End user does not need to log in again to access a remote entity

A Users authenticate at their local sites, and the federation mechanism enables this information
to be shared with Primavera Cloud Service

A User credentials stored locally at customer LDAP store or third party
A Users can login into various cloud apps with same IdP

A Oracle does not authenticate any user. Authentication handled by IdP
A Uses various service providers

A Technologies user for Identity Federation include Security Assertion Markup Language (SAML)
I SAML is an XML based language

ORACLE
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Primavera Cloud Security
|dentify Federation with SAML 2.0 Overview

AWhen a user attempts to log in to a Primavera Application utilizing a federated
authentication scheme with SAML, the following processes occur:

The application sends an authentication request.

The authentication request is intercepted by SSO to enter their login information.

The user is authenticated against the IdP.

After the user is authenticated, the IdP redirects to the Service Provider (SP) with the SAML assertion.
The SP parses the SAML assertion and sets the authentication header.

WebLogic reads the header and sets the authentication cookie.

The application reads the cookie and establishes a session.

© N O Uk Wb RE

The user is logged in to the application.
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Primavera Cloud Security
|dentify Federation with SAML 2.0 Overview
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Primavera Cloud Security
ldentity Federation— Account Linking

/ Justin Laurie\
IdP SP

UserlD Justin.Laurie@oracle.com JserlD

First Name Justin FirstName

Last Name Laurie LastName
Email
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Primavera Cloud Security
|ldentity Federation- Benefits

A End user experience

I SAML provides the ability for users to access multiple applications with a single set of credentials entered once using Single Sign
On (SSO). No need to manage/remember multiple logins/passwords

I Mobile device access

I Platform neutrality - supported on multiple platforms independent of hardware

A 1T administration

I Password in one location (local password management). Since password is stored in one location there is no replication of the
password

I Quick provisioning/deprovisioning. Just one place to provision/deprovision

I Loose coupling of directories — SAML doesn’t require user info to be maintained, no synchronizing between directories

A Security
I User password does not get passed to the application

I Mitigation of potential threats/ vulnerabilities associated with passwords

ORACLE
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Primavera Cloud Security
ldentify Federation with SAML 2.8 Enabling

A Available for new or existing customers

AUser creation must still be done through Cloud Admin Application to establish account
linking and basic identity for the SP and allow provisioning into the Primavera Cloud

applications

AUsernames on Oracle side must be standardized to match your environment

ATo implement, provide Oracle (via SR for existing customers) with the info requested in
the following KM:

| Enabling Federated Identity Single Sign-On (SSO) Through SAML 2.0 For Primavera
Products Hosted In Oracle Cloud (Doc ID 2087067)1

ORACLE
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Primavera Cloud Administration
Cloud Portal

A Accessible by any active user

A Contains links to:

I Primavera Applications: Primavera Gateway, Primavera Prime, P6 Professional, P6
Team Member, P6 EPPM, Analytics, Primavera Unifier, and Primavera Cloud

Administration
I Fusion Middleware Applications: Bl Publisher, BPM, Oracle Business Intelligence EE,
and Oracle Identity Manager

I Web Services URLs, Tutorials, Admin Docs

ORACLE
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Primavera Cloud Administration
Cloud Portal

AWhen attempting to login, users must authenticate through the Access Manager

ORACLE
Access Manager
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Primavera Cloud Administration
Cloud Portal
PRIMAVERA Cloud Portal

P6 EPPM Unifier CRACLE PRMAVERA

P& Team Member 00 Swipedt Anstestons
Prinavera Gateway

install PG Professional Primavera Cloud Admin

Tutorials Primavera Cloud Admin Guide
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ORACLE ORACLE R e
Oracle BiP
PRIMAVERA P6 PRIMAVERA UNIFIER Oracle BPM
Web Services Instucions Wab Services nstucions Oracle Business ineliigence EE

Analytics Prime
‘ Tutorials Tutorals
O
b e,
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PRIMAVERA ANALYTICS PRIMAVERA Prime
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Primavera Cloud Administration
Cloud Portal

AOnly licensed applications are displayed
AAIl users can click all links, regardless of provisions, but must be assigned
correct roles and account instances to access/use the application
I For example: P6 users can click the Unifier link, but cannot login if only provisioned
for P6.
Alntended to be a common launch page for all users in your company

| For example: For customers with P6 and Unifier, users and can go to one launch portal
to login to both apps.

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Overview

A What?
I Acts as a front end to OIM

A Why?
I Much more intuitive and user friendly way to manage users than OIM
I Customers had issues provisioning users in bulk in OIM
I No audit trail in OIM
A When?
| First released in June 2015

AStarted with 15.1 release
Almprovements made in 15.2 and 16.1

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Overview

ANew in 15.2
I Remove provisions from a user account
I Manage provisions for multiple users
I Unlock users
I Disable users

ANew in 16.1
I Quick filters to view user status
I Manage password policy directly, rather than in OIM
I Configure and assign single Password Policy to multiple organizations

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Overview

AContains a table and a details pane

ATable: Perform all tasks except viewing provisioning assignments in table
(use Pane)

ATable can be filtered by: All, Unprovisioned, Modified, Failed, Disabled,
Locked

ADetails Pane: When a user is selected, you can alternate between the Roles
tab and the Application Instances tab to view all of the provisions assigned

to the user.

ORACLE
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Primavera Cloud Administration

Cloud Admi n-OAep lvii cavt | on

A Users can only be deleted if they have not been saved. Once saved, the users cannot be deleted
from the Cloud Admin Application (but you can Disable the user and/or remove provisions).

A Cancel button resets all of the progress that you have made in the table that has not been
uploaded to Oracle Identity Manager during your current session

A When filtered by Modified, table displays users modified in current session that have not been
saved, i.e. uncommitted changes

A When filtered by Unprovisioned, table displays all users created in OIM but not provisioned to
any Primavera Application

A Users in the Cloud Admin Application do not have same privileges as OIM

I Example: Change password, delete user

ORACLE
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Primavera Cloud Administration

Cloud Admin Applicatior- Overview

ORACLE PRIMAVERA Cloud Administration

Primavera - User Administration

pGacmeadmin - i (7

m Unprovisioned Modified Locked Disahlzd Failed Impart Disable EES E
Date & Time
= | Last Name * First Name * Email* User Type * Provisions Added Added By Last Action Status
StaiT typing

3 o |Admin P& phadmingpgbu.com Full Time PrimaveraCloudAdmin 11122015 0... Password Re... ) Success

Rodes Application instances
Role Name
Primave raCloudAdmin
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Primavera Cloud Administration
Cloud Admi n-OAep lvii cavt | on

AAdministrative tasks:
| Create new users
| Provision/Deprovision users
I Unlock users
| Reset passwords
| Enabling/Disabling Users
I View user information
I View user provisioning assignments

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Creating Users

A Create users individually using the table

| Begin typing in Last Name field to add
B eocnes mostes  tsome  Desties

anl Harss Firad B

& Admin P

A Create users in bulk via import

ANo default password for new users

| This application does not set the password. Once user is created/provisioned, admin clicks
Reset Password button to generate random password, which notifies user via email with link

to login with random password.

Alf first login for user, user directed through workflow of setting security questions /resetting

password

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Importing Users

A Custom MS Excel template to import multiple users
A Either import a custom import template or exported changes from a previous session

A Template is a CSV file that you can download from the application, add user information and provisioning
assignments locally, and then import that information to your table

A Required Fields: Last Name, First Name, Email, User Name Organization, User Type

A Select Provisions for Template displayed when downloading

I You can use the Select Provisions for Template dialog box to add a column to your template for each of the provisioning
assignments that you select. Each column is associated with a single provisioning assighnment, has the same name as the role or
application instance that it represents, and is prepended with either #R# for role or #A# for application instance. For example, if
you selected the BIAuthors role and PrimaveraP6 application instance in the Select Provisions for Template dialog box, two
columns called #R#BIAuthors and #A#PrimaveraP6 will appear in the template.

A Do not modify anything other than provisions

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Provisioning Users

A Provisioning is the process by which you authorize specific employees in your organization to access specific Primavera Cloud
applications

A Organizations will be set up in OIM and are required for provisioning
A Two types: Roles and Accounts. Users need combination of both

A Accounts (Application Instances): Examples: P6 Account Instance, Primavera Unifier Application Instance

A Roles: Primavera Application Roles
P6 EPPM Bl Consumer, Bl Author, BPM Project Viewer, BPM Project Creator
Unifier Bl Consumer, Bl Author
Prime Primavera Users, Partner Users
Analytics p6rdbuser, Bl Administrator
Gateway Primavera Gateway Admin, Primavera Gateway Developer, Primavera Gateway User
Cloud Admin Application Primavera Cloud Admin

Copyright © 2016, Oracle and/or its affiliates. All rights reserved. |
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Primavera Cloud Administration

Cloud Admin Applicatior- Provisioning Users

A Select Provisions dialog box contains two columns. The left column contains all of the roles and account instances
that have not been assigned to a user and the right column represents all of the roles and application instances that
have been assigned to a user. When provisioning a user, you will click the Manage Provisions button, move roles and

application instances between the left column and the right column, and then save

X Select Provisions

Select Provisions
PHmavera Pa Instance

l Search

No Resulls
[

B Roles
B Applicstion Instances

# Roles
£ Application Instances
Primavera Unifier Application Instance

Primavera P Instance
Frimavera Unifier Applicafion Instance

I Search
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Primavera Cloud Administration

Cloud Admin Applicatior- Provisioning Users
A Provision users in bulk by selecting multiple checkboxes on left then clicking Manage
Provisions

ADepending on the number of users selected prior to opening the Manage Provisions
dialog box, the following icons will display next to a role or application instance name:

I ® All Users Provisioned: All of the previously selected users have been provisioned

with the role or application instance.
I @ Provision Selected Users: A number of users, less than all of them, that have been

provisioned with the role or application instance.

39
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Primavera Cloud Administration

Cloud Admin Applicatior- Unlocking Users

A When user accounts become locked, users will be unable to log in to any of their applications
until an administrator unlocks them.

A The most common reasons why users become locked out of their accounts are that they
attempt to log in with an incorrect password too many times or they do not reset their

password and let it expire.
A To unlock: Select user and click the Unlock button within gear menu on left

A Unlocking does not reset the password. Resetting a user’s password doesunlock the user

I Would never need to do both

A Users cannot be locked manually
I Admins can set user to Disabled (for example: if going on sabbatical)

ORACLE
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Primavera Cloud Administration
Cloud Admi n—Ukp milcika antgi dJrs er s

ANo notification for unlocking. User must be notified outside of the application.

I When a user password is reset, an email will be sent to the user with a
temporary password. Upon using a temporary password to log in with Oracle
Access Manager, users are required to update their passwords.

AUsers can “unlock” themselves by resetting password (clicking forget password,
entering security questions, resetting password)

I If admin unlocks, the user can login immediately
I If user resets password to “unlock”, user must wait 5 minutes before logging in

Copyright © 2016, Oracle and/or its affiliates. All rights reserved. | 41
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Primavera Cloud Administration
Cloud Admin Applicatior- Resetting Password

ATo reset, select the user and click Reset Password button

AUser receives email with temporary password
AUser logs in with temporary password and is prompted to change password

AResetting the password also unlocks locked user

Copyright © 2016, Oracle and/or its affiliates. All rights reserved. |
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Primavera Cloud Administration
Cloud Admin Applicatior- Enabling/Disabling Users
ATo Enable or Disable, select the user and click Enable or Disable button

ANo email is sent to notify the user of a change in status
I Users must be notified manually outside of the application

AEnabled users can login to any applications they are provisioned for
ADisabled users O | Y {6gnito any application

ORACLE
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Primavera Cloud Administration
Cloud Admin Applicatior- Notifications

ANotifications display in the Ul after attempting to save any changes made to the
cloud

AFor each notification, you can:

ORACLE

View the number of days since the notification was sent to the account
View the number of users that were saved to the cloud
View the number of users that failed to be saved to the cloud

Export a log with the information about users who have failed to be saved to the
cloud

Download a log file that contains information about the saving process
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Primavera Cloud Administration
Cloud Admin Applicatior- Notifications

AExample: When adding user, notification displays in lower right

Copyright © 2016, Oracle and/or its affiliates. All rights reserved. |
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Primavera Cloud Administration
Cloud Admin Applicatior-Learn More

A Oracle Learning Library

I 5 Minutes with Oracle Primavera Cloudlanaging Users with the Administration Application 15.2
https://www.youtube.com/watch?v=0p8VpaCSmgU

A User Productivity Kits
I 15.2 UPK:
http://www.oracle.com/webfolder/technetwork/tutorials/primavera/NewFeatures/Other/CloudApp15.2NF/index
.html
I 15.1 UPK:
http://www.oracle.com/webfolder/technetwork/tutorials/primavera/OnlineLearning/Tutorials/CloudUsers/index.
html

A Cloud Service Administrator's Guide on OTN:
T 15.2: http://docs.oracle.com/cd/E65617 01/English/admin/cloud service administrators guide.pdf

T 16.1: http://docs.oracle.com/cd/E68469 01/index.htm

ORACLE
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Primavera Cloud Administration
Advanced ldentity Management
ALog into Oracle Identity Manager (OIM) from cloud portal

AEdit user attributes (Name, Email, Manager, etc.)
ARecommended not to change User Login or Organization

AReset Challenge Questions
AChange Password
ARemove User Accounts

ACreate Partner Companies and Partner Users

ORACLE
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Primavera Cloud Administration
Advanced | dent+4Etdy tMadJsaege mdantr i but es

A Login as Admin

Sandboxes Customize xelsysadm w ===

ORACLE Identity Self Service

Home

g

Users Roles Organizations Administration Roles
Manage users Manage roles Manage organizations Manage admin rales
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Primavera Cloud Administration
Advanced Identity Management Edit User Attributes

Home @ Users I::il
[ ]
py Users
Search Display Name j Q,  Advanced
Actions * Wiew w == Create Edit Enable & Disable 3¢ Delete {3 Lock Account Unlock Account &) Reset Password » »
. . . L Telephone . .
User Login Display Hame First Hame Last Hame Organization Number E-mail Identity Status  Account 51
ADMIMIETRATOR  Administrator A, Administrator Administratar Site Artive Linlocked
JLAURIE ilaurie_display Justin Laurie Site justin.laurie@or... Active Linlacked
JLALIRIED Justin Laurie Justin Lauriel Site justin.laurie@y...  Active Lnlocked
JLAURIEZ JustinZ Laurie? Justin Laurie? Site Artive Linlocked

ORACLE’
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Primavera Cloud Administration
Advanced Identity Management Edit User Attributes

A Changing a user's Organization or User Login can result in provisioning errors that will prevent the user

from accessing their account

Home Users x  Modifir User : JLAURIE1 x

Modify User : JLAURIE1

4 Request Information

Effective Date

Justification

4 Basic Information

Ty

I

Submit Save As.. ¥ Cancel

First Mame Justin Manager Q@
Middle Mame * Organization  Site Q,
* Last Mame  Lautiel * User Type Employee j
E-mail justinlaurie@oracle.com = Display Hame  Justin Laurie1
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Primavera Cloud Administration
Advanced Identity Management Change Password or Challenge Questions

A Any user can login to change password or challenge questions

Sandhoxes Customize xelsyvsadm w e

ORACLE’ Identity Self Service | ml 5, Manage

Home

My Information My Access Request Access Track Requests
hWanage your profile, See what you hawve access to Request access for yourself Track the status of your
passwords and challenge or far others pending requests
fuestions

ORACLE
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Primavera Cloud Administration
Advanced | dent-+4Cthya nMaen &Ppessmevotr d or Chal |

Home | My Information x

System Administrator
b Basic User Information

4 Change Password

* Old Password asessseess
* New Password i

* Confirm Hew Password

4 Challenge Questions

Your secret questions and answers are already set. Howewer, you can use the below form to set them news:

* Question1 What is your mother's maiden name? j * Answer1
" QuestionZ  ‘What is your favorite color? j * Answer2
" Questiond  What is the name of your pet? j * Answer3

ORACLE
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Primavera Cloud Administration
Advanced Identity Management Remove User Accounts

ALogin as Admin

ORACLE Identity Self Service

Home

Users
MEHEQE sers

Roles
Manage roles

Sandboxes Customize xelsysadm w ===

2

Organizations Administration Roles
Manage Drganizatiuns MEHEQE admin roles

ORACLE
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Primavera Cloud Administration
Advanced | dent4d4RteynoMan dJseeme Mtc count s

Haome | Users x

®
pa Users
Search Cisplay Mame j Q,  Advanced
Actions ¥ Wiew w == Create open () Refresh Ey & Detach
User Login Display Name  First Name Last Name
ADMIMISTRATOR  Administrator A0 Administrator Administrator
JLALIRIE jlaurie_display Justin Laurie

JLAURIET Justin Lauried Justin Lauriel

ORACLE

Home Users x  User Details : Justin Law... x IE'

4 Justin Laurie1

! Modify Enable Q Disable 2 Delete E Lock Account UnLock Account E.D Reset Password

Afiributes  Roles  Entilements]  Accounts | Direct Reports  Organizations  Admin Roles

Actions *  View w == Request Accounts  / Modify Accounts /' Modify Grant Duration | 3¢ Remove Accounts | 4% Make Primary » »
Application Account .
Resource Provisioned On Status Account Type Request ID Start Date End Da
Instance Name
unifier FPrimawera Unifier... 27 92212015 Pravisioning Linknown 9722i2015
71 | 117
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Primavera Cloud Administration
Advanced Identity Management Creating Partner Companies/Users

APrerequisites

I The Customer has a "partner admin" user login in order to be able to create partner
companies

I The username and password have been included in the Welcome letter sent to new
Customers

I Customers have active Company Admin Login

ANote: If you have not received a partner username and password, you can submit a Service Request
in My Oracle Support

AOnly for Unifier

ORACLE
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Primavera Cloud Administration
Advanced Identity Management Creating Partner Companies/Users

A Step 1: Create the partner company in Unifier and associate the partner company to a base company

Sandhoxes Custamize xelsysadm W ===

ORACLE Identity Self Service S selfService

Home

g

Users Roles Organizations Administration Roles
Manage users lWanage roles hWanage organizations hWanage admin roles

ORACLE
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Primavera Cloud Administration
Advanced Identity Management Creating Partner Companies/Users

A Organization Name must match company created in Unifier

Home  Organization «
- Organizations

Search Crganization Mame

-

Actions + View w

Create

Organization
Name

nifier?

unifier

Parent
Organization
Name

Top
Tap

O

ORACLE

Home  Organization « | Create Orgamization «

Attributes

* Organization Hame  hMustMatchUnifier

=

Twpe Company j

Parent Organization ]
4 Tap *
Hame
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Primavera Cloud Administration
Advanced Identity Management Creating Partner Companies/Users

ATo create a Partner User
1. Add the user in the Cloud Admin Application via the table or via import
2. Provision the user with the necessary account and role for Unifier

3. Add the user to Unifier by logging in as company admin, going to Company
Workspace, and adding Partner User

ORACLE
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Primavera Cloud Administration
Actions that Require a Service Request (SR)

AChanging the default password policy to match your corporate password policy

I Now available in 16.1

AModifying the automatically-generated email notification that is sent to users when
their account is provisioned or their password is reset

AChanging the Authorization Codes in an application

I If you change the Authorization Code in your application and do not submit a Service Request in My
Oracle Support, you will experience provisioning errors

A Changing Partner license counts and allocations

ORACLE
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Safe Harbor Statement

The preceding is intended to outline our general product direction. It is intended for
information purposes only, and may not be incorporated into any contract. It is not a
commitment to deliver any material, code, or functionality, and should not be relied upon
in making purchasing decisions. The development, release, and timing of any features or
functionality described for Oracle’s products remains at the sole discretion of Oracle.
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